ESA-Star Data Definition

# Account

Stored in the account table. Accounts can be created by administrators in behalf of individuals, or by the individual. Access to account requires security input (user name, password or security token). Account information includes account ID (unique), user name (unique), password, pin, duress phrase, security question 1, answer 1, security question 2, answer 2, security question 3, answer 3, parent ID (for sub accounts only) and date created. Additional information is stored in the class\_properties table, namely people id.

# Address

Stored in addresses table. A physical or mailing address including address ID (unique), address1 (street address), address2 (additional address information), city, state or province or other jurisdiction, postal code, country, verified (if correspondence received from this address, then considered verified), date verified, verified by (person who verified) and date created,

# Application

Stored in applications table. Application information includes application ID (unique), application type (mobile application, esa administration, merchant application and merchant administration application), application name, application description, merchant ID and date created.

# Application key **SECURITY FEATURE**

Stored in application\_keys security table. Application key information includes, application key ID (unique), application name and application key. In order to access data from any application, the application needs to successfully provide application name and application key.

# Available service

Stored in available\_services table. Available services is a list of what services are available to an account, depending on the application and the services that have already been rendered, such as check in, open door and check out.

# Blacklist **SECURITY FEATURE**

Stored in blacklist table. Contains a list of devices that have triggered security alerts and that are denied access. Black list information includes black list ID (unique) and device ID.

# Book

# Class property

# Contact information

# Contact preference

# Device **SECURITY FEATURE**

# Email

# Evaluation

# Local service

# Merchant AKA property, establishment, hotel, motel

# Merchant role

# Merchant room

# Merchant room default

# Merchant room item

# Person AKA individual, user

# Phone

# Preferred address

# Preferred email

# Preferred phone

# Request

# Request history

# Response

# role

# Room item

# Room item class

# Room type

# Security key **SECURITY FEATURE**

# Security log **SECURITY FEATURE**

# Staff

# Table property

# Task

# Task type

# Trigger

# Trigger type

# User device **SECURITY FEATURE**

# Workflow